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1	Decision/action requested
This pCR corrects some editorial issues in the latest version of Vertical LAN SI TR 33.819.
2	References
[1] 3GPP TR 33.819: "Study on security for 5GS enhanced support of Vertical and LAN Services"
3	Rationale
In the conclusion section of the latest version of Vertical LAN TR 33.819, some Key Issue names and corresponding clauses for the solutions are added for convenience of the readers. 
4	Detailed proposal

*** START OF CHANGES ***
7 	Conclusions
[bookmark: _Toc13244257]7.1	Security for 5G LAN services
For Key Issue #3.1 (Authentication and Authorization of UE in 5GLAN communication), Solution #6 in clause 6.6 is selected for normative work for Authentication and Authorization of UE in 5GLAN communication. A clause referencing 23.501 [7], 23.502 [6] and 33.501 [5] for secondary authentication for 5GLAN group communication service will be added to 33.501 [5]. 
[bookmark: _Toc13244258]7.2	Security for TSC 
For Key Issue #4.1 (Protection of interfaces that 5GS interact with TSN), Solution #8 in clause 6.8 is selected for normative work.
[bookmark: _Toc13244259]7.3 	PLMN service access via SNPN and vice versa
It is concluded that no normative work for Kkey Iissue #5.2 (Authentication and authorization of NPN subscribers by an AAA) is required, as addressed by the existing specification.
[bookmark: _Toc13244260]7.4	Key hierarchy for NPNs
The normative work for Kkey Iissue #5.1 (Key hierarchy for NPNs) should be based on solution #5 in clause 6.5. 
[bookmark: _Toc13244261]7.5	AKA based authentication and calculating KSEAF for SNPNs
The normative work for Kkey Iissue #1.1(Completing AKA based authentication and calculating KSEAF for SNPNs) should be based on solution #4 in clause 6.4.
[bookmark: _Toc18162609]7.6	Modification of CAG ID list in the UE
The normative work for key issue #6.3 (DoS attack by unauthorized removal of entries from the UE's Allowed CAG ID list) should be based on solution #10 in clause 6.10.
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